AHOTAIIA

BianoBigHo 10 METH TOCTIKEHHS poO0OTa MPUCBSUEHA PO3POOII pO3poOIT TEXHOJOT 11
OIIIHKY pU3UKIB 1HPOpMaIliiiHOT Oe3MeKku B 0e3MpoBOIOBUX Mepexkax. s po3poOku
TEXHOJIOT1i OI[IHKM PU3UKIB OyJia BUKOpUCTaHA MOJIETh MAIIMHHOTO HaBYaHH:. 310paHi
JaHl MpO TMOJIi B MEPEeXi, BPa3JIUBOCTI Ta MEpEekeBl METPUKH Oyiau oOpoOJieHi Ta
BUKOPHCTaHI [JIsi TpeHyBaHHS Mojeni. Po3pobieHo anroput, sSKU Ha OCHOBI
BU3HAUCHUX KPUTEPIiB Ta BaroBUX KOE(IIIEHTIB OIIHIOE PIBEHb PHU3UKY IS
KOHKPETHOTO CIieHapiro 0e3mneku. Po3poliieHa TEXHOIOTiS MOKE JTOMTOMOTTH OIIHUTH
pusuku iHGopMaliiHOi Oe3rekn B O€3MpPOBOJOBUX MeEpexax, a TaK0oX HaJaTu
pPEKOMEH Il AJIsl 3SMEHIICHHSI LIUX PU3HKIB.

ABSTRACT

In accordance with the research objective, this work is dedicated to the development of
a technology for assessing the risks of information security in wireless networks. A
machine learning model was utilized for the development of the risk assessment
technology. Gathered data on network events, vulnerabilities, and network metrics were
processed and used for model training. An algorithm has been devised, which based on
defined criteria and weighting coefficients, evaluates the level of risk for a specific
security scenario. The developed technology can aid in evaluating the risks of
information security in wireless networks and provide recommendations for mitigating
these risks.



