AHOTAIIA

BianoBigHo 10 MeTH JOCHTIKEHHS po0OTa MPHUCBAYCHA TOCIIHKEHHIO e(PEeKTUBHUX
METO/IIB Ta TEXHOJIOT1M MPOTHU/IIT BIUTMBY crlaMy Ha 1H()OpMaIitHO-TeIEKOMYHIKaIlIHHY
cucrtemy. JlochimkeHHsT 30CepeKeHe Ha po3poOIll cTpaTerii Ta ajaropuTMIB IS
BUSIBIICHHSI HOBHX ()OpM CIlaMy Ta MPHUCTOCYBAaHHS 10 3MIHHHX METO/IIB MOIINPCHHS
cnamy. Pe3ynpTaTu mocmimKeHHs Tepen0adacThCcsl BHKOPUCTOBYBATH NJISI PO3POOKHU
NPOTOTUITY CHUCTEMH TPOTHIIi cmamy, ska Oyae BIpPOBa/pKeHa B peajbHi
1HpOpMaIIHHO-TEIEKOMYHIKAIIIiHI CUCTEMHU 3 METOI0 3a0e3MleueHHs ix Oe3leku Ta
MOKPAIIEHHS SIKOCTI KOMYHIKaI[IHHOTO CepeIoBHUIIIA.

ABSTRACT

In line with the research objective, the work is dedicated to exploring effective methods
and technologies to counteract the impact of spam on information and
telecommunication systems. The research focuses on developing strategies and
algorithms for detecting new forms of spam and adapting to changing methods of spam
dissemination. The research results are intended for use in developing a prototype of an
anti-spam system, which will be implemented in real information and
telecommunication systems to ensure their security and enhance the quality of the
communication environment.



