AHOTANIA

BianoBigHo 10 METH HOCTIKEHHS poOOTa MpPUCBSYEHA PO3POOI CUCTEMI 3aXHUCTy
BIpTyaJbHOI MEpEXI MJAMPUEMCTBA Ha OCHOBI MPOTOKOJYy SSL 3 BUKOPHCTaHHSIM
CyYaCHUX TEXHOJIOT1M Ta 1HHOBAIlIMHUX MIAXOAIB I JOCSATHEHHS MaKCHMaJbHOI'O
piBHs iHopmMaliiHoi 6e3rnexu. I1ig yac AOCTIKEHHs] BUBYEHO Cy4YacH1 MIJIXOAH 10
3aXHUCTY BIPTyaJIbHUX MPUBATHUX MEPEXK 1 pO3p00JICHO HOBI METOAM Ta TEXHOJIOTIT JJIs
TOJTIITIIICHHST CHCTEMH 3aXHCTY, 1110 JO3BOJISIE 3a0C3IICYNTH BUCOKUN PiBEHb OC3TICKU B
mepexi. OCHOBHUMU 3aBJaHHSAMHU poOOTH € aHami3 1 KjJacu(ikalis 3arpo3, siki MOXKYTb
BUHHUKHYTH B MEPEKi, po3po0OKa 1 BIPOBAKEHHS HOBUX METO/IIB 3aXUCTY, TECTYBaHHS
iX e)eKTUBHOCTI Ta aHaJli3 BIUIMBY HA MPOYKTUBHICTh MEPEXKI.

ABSTRACT

In line with the research objective, the work is dedicated to developing a security system
for the virtual network of the enterprise based on the SSL protocol, utilizing modern
technologies and innovative approaches to achieve the highest level of information
security. During the research, contemporary approaches to securing virtual private
networks were studied, and new methods and technologies were developed to enhance
the protection system, ensuring a high level of security within the network. The primary
tasks of the work include the analysis and classification of threats that may arise in the
network, the development and implementation of new protection methods, testing their
effectiveness, and analyzing their impact on network performance.



