AHOTAIIA

BianoBigHo 10 METH TOCTIKEHHS poOOTa MPUCBsYEHA PO3POOII CUCTEMU BUSBIICHHS
Bpa3JIMBOCTEH Ha web-caliTaX B OXOPOHHUX cucTeMax. JloCiKeHHs BKITIOYae aHawi3
1 BUO1p METO/I1B, TEXHOJIOT1M, IHCTPYMEHTIB Ta M1IX0/11B, sIK1 Halle(PEKTUBHIIIEC MOXYTh
OyTH 3acTOCOBaHi Ui BHSIBJICHHS BpasznuBocTel. Po3poOrnena cuctema 3MoOKe
MIJBUIIUTH piBEHb Ki0epOe3nekn web-caiTiB B OXOPOHHUX CHCTEMax Ta 3pOOUTH iX
MEHIII Bpa3JIMBUMU TIepe]l Pi3HUMHU BuAamMH atak. OTpuMaHi pe3yabTaTH Ta METOH,
BUKOPHWCTaHI IMiJI Yac TOCITIDKEHHS, MOXYTh OyTH BaKJIWBHUMH I TOMAJBITUX
po3pobok y cdepi kibepOesmekn Ta 3axucTy web-calTiB 1y opraHizamiii Ta
HiAMPUEMCTB, 110 CTaBIATH Tepe] co0O0I0 3aBAaHHsS 3a0e3MeueHHs HaAIMHOCTI Ta
0e3mneKu CBOiX BeO-pecypciB.

ABSTRACT

In accordance with the research objective, this work is dedicated to the development of
a vulnerability detection system for websites in security systems. The research involves
the analysis and selection of methods, technologies, tools, and approaches that can be
most effectively applied to detect vulnerabilities. The developed system will be capable
of enhancing the cybersecurity of websites within security systems and making them
less susceptible to various types of attacks. The obtained results and methods used
during the research can be pivotal for further advancements in the field of cybersecurity
and website protection for organizations and enterprises committed to ensuring the
reliability and security of their web resources.



